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3. Introduction

As the popularity of social networking and microblogging tools continues to grow, accounts controlled by automated programs, known as social bots (or bots for short), have risen from the horizon. Twitter, with the openness of its platform and API, has seen the rise of the machines. These bots automatically produce contents and even communicate with humans, trying to hide themselves among the mass population of Twitter. In this project, we are going to compare the performance of two different machine learning algorithms for detecting bot accounts.

1. Motivation

Although plenty of bots on Twitter are benign, there are still bad bots that mislead, exploit and manipulate online conversations with rumors, spam, phishing links and slander [1]. These bots randomly add other users as their friends and if the user follows back, the malicious contents will be displayed on his homepage [2]. They can also be alleged to help political candidates in the election [3], potentially undermining the democratic system. Therefore, we need to develop a method to detect these bots in social media, either to help Twitter manage the community [4], or to help human users identify who they are communicating with.
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1. Data.

In this project, we collected 100 twitter user information. Since twitter has released a set of API functions that support user information collection, we used REST APIs to retrieve our required user information, ranging from profile, follower, friend lists, status etc., For each user, we called GET users/lookup method to collect user information and could get up to 100 users per request. Thus, this method is very efficient for getting the details of such many users. To test the performance of two different algorithms for detecting bot account, we collected 100 twitter users, half of them are bot and the others are not bot. Here we used bot twitter accounts that had been clearly identified and not bot accounts from twitter social network. Based on the previous observations of differences among human and bot accounts [3], we selected 20 data fields for each of the 100 users for future analysis. The details of dataset are saved as a CSV file for following parts of this project.

1. Algorithms plan to use

We are going to use Naïve Bayes, Random Forest [5] for this project.